
Big Easy Ghost Tours Privacy Policy

1. Introduction

Big Easy Ghost Tours is committed to ensuring that your privacy is protected. Should we ask
you to provide certain information by which you can be identified when using this website, then
you can be assured that it will only be used in accordance with this privacy statement.

Our Privacy Policy covers all the platforms through which you choose to interact with us,
including our mobile-enabled and social media sites. By giving us your personal information,
you agree to the transfer, storing, or processing of your data in accordance with this policy.

By making a booking or submitting any personal information to us, you are agreeing to us
handling your personal information as set out below. If you do not agree to us using your
personal information in these ways, unfortunately, we can’t process your booking and you
shouldn’t use our sites.

2. What This Privacy Notice Covers

This privacy policy sets out how Big Easy Ghost Tours uses and protects any information that
you give Big Easy Ghost Tours when you use this website. The Privacy Notice will explain:

● What types of personal data we collect and why we collect it.
● When and how we may share personal data both within Big Easy Ghost Tours and with

our business partners and other organizations.
● Your choices regarding your data including access, updates, and erasure.

Big Easy Ghost Tours reserves the right to change this Privacy Policy at any time. Such
changes, modifications, additions, or deletions shall be effective immediately upon notice
thereof, which may be given by means including, but not limited to, issuing an email to the
e-mail address listed by registered users or posting the revised Privacy Policy (or changes,
modifications, additions, or deletions). You acknowledge and agree that it is your responsibility
to maintain a valid e-mail address as a registered user, review this site and this Privacy Policy
periodically, and to be aware of any modifications.

3. What We Collect

We may collect the following information when you register for services or browse our website
or mobile apps:

● Name and job title
● Address, email address, phone number, and date of birth
● Demographic information such as postcode, preferences, and interests
● Information about your browsing behavior on our website and mobile apps



● Information about when you click on one of our advertisements, including
advertisements on other websites

● Information about the way you access our digital services, including operating system, IP
address, online identifiers, and browser details

● Social preferences, interests, and activities

We may collect the following information when you buy our products:

● Passenger information, passport details, other ID document details
● Insurance details
● Relevant medical data and any special, dietary, religious, or disability requests
● Information about your purchases, including what you bought, when and where you

bought it, how you paid for it, and credit or payment information
● Information about your browsing behavior on our websites and mobile apps
● Information about when you click on one of our advertisements, including

advertisements on other websites
● Information about the way you access our digital services, including operating system, IP

address, online identifiers, and browser details
● Social preferences, interests, and activities

We may collect the following information when you contact us or we contact you to take part in
promotions, competitions, surveys, or questionnaires about our services:

● Personal data you provide when you connect with us, including by email, mail, and
telephone or through social media, such as your name, username, and contact details

● Details of emails and other digital communications we send to you that you open,
including any links within those communications that you click on

● Your feedback and contributions to customer surveys and questionnaires

Other sources of personal data:

● We may use personal data from other sources, such as specialist companies that supply
information, retail partners, and public registers

● Your insurance company, their agents, and medical staff may exchange relevant
personal data and special categories of personal data with us in circumstances where
we/they need to act on your behalf or in the interest of other customers or in an
emergency

● If you log in using your social network credentials to connect to our platforms and online
services e.g., Facebook, Twitter, Instagram, etc. you will agree to share your user details
with us, for example, your name, email address, date of birth, location, and any other
information you choose to share with us.

Personal data you provide about others:

We use personal data about other individuals provided by you, such as those people on your
booking. By providing other people’s personal data, you must be sure that they agree to this and



you are allowed to provide it. You should also ensure that, where appropriate, they understand
how their personal data may be used by us.

4. What We Do With the Information We Gather

We use your personal data in a variety of ways and in particular for the following reasons:

● To provide the products and services you request:We need to process your
personal data so that we can manage your account or booking, provide you with the
products and services you want to buy, and help you with any orders and refunds you
may request.

● To manage and improve our products, services, and day-to-day operations:We
use personal data to manage and improve our products, websites, mobile apps,
customer loyalty or recognition programs, and other services. We monitor how our
services are used to help protect your personal data, detect and prevent fraud, other
crimes, and misuse of services. This helps ensure that you can safely use our services.
We may use personal data to respond to and manage security operations, accidents, or
other similar incidents, including for medical and insurance purposes. We may use
personal data to carry out market research and internal research and development, and
to develop and improve our product range, services, IT systems, security, and the way
we communicate with you.

● To personalize your experience:We want to ensure that marketing communications
relating to our products and services, including online advertising, are relevant to your
interests. To do this, we may use your personal data to better understand your interests
so that we can try to predict what other products, services, and information you might be
most interested in. This enables us to tailor our communications to make them more
relevant and interesting for you. Looking at your browsing behavior and purchases helps
us to better understand you as a customer and it allows us to provide you with
personalized offers and services. We may also measure responses to marketing
communications relating to products and services we offer, which enables us to offer you
products and services that meet your needs as a customer. If you do not want to receive
personalized services from us, you can change your preferences online, over the phone,
or by emailing us at any time. We will update our records as soon as possible.

● To make contact with you and interact with you:We want to serve you better as a
customer so if you contact us, for example by email, mail, telephone, or social media, we
may use the personal data to provide clarification or assistance to you. We need to
process your personal data so that we can manage any promotions and competitions
you choose to enter, including those we run with our suppliers and retail partners. For
example, if you win a prize. We may invite you to take part in customer surveys,
questionnaires, and other market research activities carried out by Big Easy Ghost Tours
and by other organizations on our behalf. To help us to better understand you as a
customer, and to be able to provide you with services and marketing communications
(including online advertising relevant to your interests), we may combine the personal
data we collect when you make purchases in-shop with personal data collected from our



websites, mobile apps, and other sources. We do not sell your personal data to third
parties.

5. Data Minimization and Purpose Limitation

Big Easy Ghost Tours will only collect and process personal data that is necessary for the
purposes outlined in this privacy policy. We will not use your personal data for any other
purpose without obtaining your explicit consent unless otherwise required by law.

6. Marketing Communications and Market Research

From time to time, we may send you relevant offers and news about our products and services
in a number of ways, including by email. We may also send you information about other
companies’ products and services that we believe may be of interest to you. We will only do this
if you previously agreed to receive these marketing communications.

When you book or register with us, we will ask you if you would like to receive marketing
communications. You can change your marketing preferences online, over the phone, using the
“unsubscribe” link in our emails, replying STOP to the shortcode in our marketing text
messages, or by writing to us at any time. Of course, the choice is entirely yours, but if you say
you do not want to receive marketing information from us, you will miss out on receiving great
offers and promotions that may be of interest to you.

You may still receive service-related communications from us. For example, confirming
bookings you make with us and providing important information about the use of our products
and/or services.

We would like to hear your views to help us improve our products and services, so we may
contact you for market research purposes. You always have the choice about whether to
participate or continue in our market research.

7. Sharing Personal Data With Suppliers and Retail Partners

In order to provide products or services you have requested, we may share your personal data
with suppliers of your tour arrangements, including tour operators and transport companies.

We also work with carefully selected suppliers that carry out certain functions on our behalf. For
example, companies that help us with IT services, storing and combining data, marketing,
market research, processing payments, and delivering products and services.

We may need to share personal data to establish, exercise, or defend our legal rights; this
includes providing personal data to others for the purpose of preventing fraud and reducing
credit risk.

When we share personal data with other organizations, we require them to keep it safe, and
they must not use your personal data for their own marketing purposes.



We only share the minimum personal data that enables our suppliers and retail partners to
provide their services to you and us.

8. Sharing Personal Data With Regulatory Authorities

We may share the minimum personal data necessary with other public authorities if the law says
we must, or we are legally allowed to do so.

9. Sharing Personal Data Within Big Easy Ghost Tours

Our privacy notice applies to all of the services offered by Big Easy Ghost Tours but excludes
services that have separate privacy notices that do not incorporate this Privacy Notice. We may
share the minimum personal data necessary with other companies and members of Big Easy
Ghost Tours, for example, to provide the products and services you request; to manage and
improve our products, services, and day-to-day operations; to help to personalize your
experience; where appropriate, to make contact and interact with you; and if allowed and
appropriate, for marketing or market research purposes.

We may also share personal data with an organization we sell or transfer (or enter into
negotiations to sell or transfer) any of our businesses or any of our rights or obligations under
any agreement we have with you. If the transfer or sale goes through, the organization receiving
your personal data can use your data in line with this Privacy Notice.

10. Protecting Your Personal Data

We are committed to ensuring that your information is secure. In order to prevent unauthorized
access or disclosure, we have put in place physical, electronic, and managerial procedures
reasonably expected to safeguard and secure the information we collect online.

Any information that you provide is stored on secure servers and all payment transactions are
encrypted. Only authorized personnel are permitted to access your information in the course of
their work with us. Our data security protections meet the “reasonable security requirements of
the New York “Shield Act”. While we do our best to protect your information, no information
transferred over the internet or stored electronically can be guaranteed to be completely secure,
and you provide your information to us at your own risk. The security of your data also depends
on you. For example, where we have given you or where you have chosen a password for
access to certain services, you are responsible for keeping this password confidential.

11. Data Breach Notification

In the event of a data breach that affects your personal data, Big Easy Ghost Tours will promptly
notify you and the relevant regulatory authorities of the breach in accordance with applicable
laws. We will take appropriate measures to mitigate the impact of the breach and to prevent
future incidents.

12. For European Citizens



The personal data that we collect from you may be transferred to and stored at a destination
outside the European Economic Area (“EEA”). It may also be processed by organizations
operating outside the EEA who work for us or for one of our suppliers. We put in place
appropriate protections to make sure your personal data remains adequately protected and that
it is treated in line with this Notice. These protections include and are not limited to, appropriate
contract clauses, such as standard contract clauses approved by the European Commission,
and appropriate security measures.

13. Data Retention

We will retain your personal data for only as long as it is necessary for the uses set out in this
Privacy Notice and/or to meet legal and regulatory requirements. After this period, we will
securely erase personal data. If the data is needed after this period for analytical, historical, or
other legitimate purposes, we will take appropriate measures to anonymize this data.

14. Explicit Consent for Sensitive Data

Big Easy Ghost Tours will seek your explicit consent before collecting any sensitive personal
data, such as health information, necessary for providing specific services. This consent will be
documented and can be withdrawn at any time.

15. Our Policy on “Do Not Track” Signals under the California Online Protection Act
(CalOPPA)

We do not support Do Not Track (“DNT”). Do Not Track is a preference you can set in your web
browser to inform websites that you do not want to be tracked. You can enable or disable Do
Not Track by visiting the Preferences or Settings page of your web browser.

16. How We Use Cookies

A cookie is a small file that asks permission to be placed on your computer’s hard drive. Once
you agree, the file is added and the cookie helps analyze web traffic or lets you know when you
visit a particular site. Cookies allow web applications to respond to you as an individual. The
web application can tailor its operations to your needs, likes, and dislikes by gathering and
remembering information about your preferences.

We use traffic log cookies to identify which pages are being used. This helps us analyze data
about web page traffic and improve our website in order to tailor it to customer needs. We only
use this information for statistical analysis purposes.

Overall, cookies help us provide you with a better website by enabling us to monitor which
pages you find useful and which you do not. A cookie in no way gives us access to your
computer or any information about you, other than the data you choose to share with us.



You can choose to accept or decline cookies. Most web browsers automatically accept cookies,
but you can usually modify your browser setting to decline cookies if you prefer. This may
prevent you from taking full advantage of the website.

17. Google Analytics

Google Analytics is a web analytics service offered by Google that tracks and reports website
traffic. Google uses the data collected to track and monitor the use of our Service. This data is
shared with other Google services. Google may use the collected data to contextualize and
personalize the ads of its own advertising network.

You can opt-out of Google Analytics by installing the Google Analytics opt-out browser add-on.
The add-on prevents the Google Analytics JavaScript (ga.js, analytics.js, and dc.js) from sharing
information with Google Analytics about visit activity. For more information on the privacy
practices of Google, please visit the Google Privacy & Terms web page:
https://policies.google.com/privacy?hl=en.

18. Links to Other Websites

Our website or mobile apps may contain links to other websites of interest. However, once you
have used these links to leave our site, you should note that we do not have any control over
that other website. Therefore, we cannot be responsible for the protection and privacy of any
information which you provide whilst visiting such sites, and such sites are not governed by this
Privacy Policy. You should exercise caution and look at the privacy statement applicable to the
website in question.

19. Social Media Features

Our websites or mobile apps may contain social media features such as Facebook, Twitter,
Instagram, and Pinterest that have their own privacy notices. Please make sure you read their
terms and conditions and privacy notice carefully before providing any personal data as we do
not accept any responsibility or liability for these features.

20. Controlling Your Personal Information

You have a right to ask for a copy of the personal data we hold about you, although you should
be able to access online the personal data associated with your account or booking.

You may request details of personal information that we hold about you. Please include any
details to help us identify and locate your personal data. Where we can provide data access, we
will do so free of charge except where further copies are requested in which case a small fee
will be payable based on administrative costs.

If you believe that any information we have pertaining to you is incorrect or incomplete, please
write to or email us as soon as possible. We will promptly correct any information found to be
incorrect.

https://policies.google.com/privacy?hl=en
https://policies.google.com/privacy?hl=en


You can also ask for your information to be rectified or erased, to object to the processing of
your personal data, and, where technically feasible, to ask for the personal data you provided us
to be transferred to another organization.

We will update or erase your data unless we have to keep it for legitimate business or legal
purposes.

You can also contact us if you have a complaint about how we collect, store, or use your
personal data. We aim to resolve your complaints, but if you are dissatisfied with our response,
you may complain to the local data protection authority.

21. Legal Basis for Processing Personal Data

We will only collect and use your personal data if at least one of the following conditions applies:

● We have your consent;
○ Example: Customer account: You give us permission to process your personal

data when you register for a tour.
● It is necessary for a contract with you or to take steps at your request prior to

entering into a contract;
○ Example: To provide the products and services you request: We need to process

your personal data so that we can manage your account or booking, provide you
with the products and services you want to buy, and help you with any orders and
refunds you may ask for.

● It is necessary for us to comply with a legal obligation;
○ Example: Sharing personal data with regulatory authorities: Sharing your data

with law enforcement personnel or any purposes which they determine
appropriate.

● It is necessary to protect your vital interests or those of another individual;
○ Example: In an emergency: Your insurance company, their agents, and medical

staff may exchange relevant personal data and special categories of personal
data with us in circumstances where we/they need to act on your behalf or in the
interest of other customers or in an emergency.

● It is in the public interest or we have official authority;
○ Example: Security operations: We may use personal data to respond to and to

manage security operations, accidents, or other similar incidents, including for
medical and insurance purposes.

● It is in our or a third party’s legitimate interests and these are not overridden by
your interests or rights.

○ Example: To personalize your experience: We may use your personal data to
better understand your interests so that we can try to predict what other products,
services, and information you might be most interested in. This enables us to
tailor our communications to make them more relevant and interesting for you.



Where we need to process special categories of personal data, for example, health data for
medical reasons, we will only do so if one or more additional conditions apply. For example, we
have your explicit consent; it is necessary to protect the vital interests of you or another
individual, and you are physically or legally incapable of giving consent; it is necessary to
establish, exercise or defend legal claims; it is necessary for reasons of substantial public
interest.

22. What About Data That Is Collected Through a Mobile Device?

Mobile devices can be used to access our services, as well as versions of our regular website.
These mobile sites work in a similar way to our main website. Sometimes we make use of
something known as cross-device tracking, which allows us to track user behavior across
different devices. We use this to improve the service that we provide you and for marketing
activities, so advertisements shown to you on other websites may be offered based on your
activities on linked devices.

23. How Do We Treat Personal Information of Children?

You are only allowed to book through our site if you are over 18 years of age. We only process
information about children with the consent of the parents or legal guardians.

24. Key Terms

● European Economic Area (EEA): EU Member States plus Norway, Iceland, and
Lichtenstein.

● Online advertising: Marketing messages that you may see on the internet.
● Special categories of personal data: These are categories of personal data revealing

racial or ethnic origin; political opinions; religious or philosophical beliefs; trade union
membership; genetic data; biometric data for the purpose of uniquely identifying a
natural person; health data; and data concerning a natural person’s sex life or sexual
orientation.


